CYBERSECURITY / #0]1
A type of fraud in which emails pretending
to be from reputable companies attempt to
trick victims into providing personal data,

such as passwords and credit card numbers.

HOVER OVER LINKS

Verify where links will actually take
you to by hovering over the link. Do
not click links, open attachments, or
fill out forms in suspicious emails.

CHECK THE SOURCE

Hover over the

“from” display name

to inspect the sender’s
email address. Attackers
commonly switch, add,

or replace characters in DUN'T BE

their email address to

cppest logiimate FOOLED
BY LOGOS

Logos and brand
names of established
companies are used

to create a sense of
trust. Check if the
email signature looks
legitimate and provides
contact information.
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